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This instruction supplements Air Force Instruction (AFI) 33-115, Volume 2, 1 November 99. This supple-
ment describes SMC’s procedures for use in conjunction with the basic AFI and AFSPC policies and pro-
cedures. This supplement is applicable to all SMC organizations and other organizations located on Los
Angeles AFB CA or supported by SMC in the Los Angeles Area. SMC publications and forms are kept in
a backup repository on http://intranet.losangeles.af.mil/61ABG/61CS/SMCPDL/ 

4.2.  All network users who provide their password or respond in any way to an e-mail message or other
"social engineering" request for their password will immediately have their network account disabled and
must re-take the Information Assurance Computer Base Training to ensure they understand Information
Assurance policies and procedures. Users will print out their test results and provide the hard copy to their
Information Systems Security Officer (ISSO). ISSOs will maintain test results for all users on file for a
minimum of one year. 
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